SecurityConfig

Software for the Configuration
of the 675 20 Burglar Alarm Unit

User manual

November 09 PC LI|1 Iegrand®






SecurityConfig

Contents

1. Hardware and Software requirements

2. Installation

~

Basic concepts

3.1 Menus and general buttons for selecting functions

4. Importing data from an existing project

4.1 Importing voice messages
4.2 Importing configuration data

5. Connecting to the Unit

S O 0 o O U

6. Exchanging data with the Unit

Parameters

13

7.1 Work area
7.1.1 Data input procedure
7.2 Exchanging configuration parameters with the Unit
7.2.1 Receiving configuration parameters
7.2.2 Sending configuration parameters
7.2.3 Receiving the history of events
7.3 Configuration of the Burglar alarm section
7.3.1 Zones
7.3.2 Automations
7.3.3 User Preferences
734 Installer Preferences
7.3.5 Key management
7.3.6 Scenarios
74  Configuration of the Dialling device section
74.1 Telephone number directory
7.4.2 Setting up calls
7.4.3 Telephone functions
7.4.4 Block (Lock)
745 Protocol - ADEMCO
746 Line test
74.7 Telephone commands

8. Messages

13
14

16

17
19
21
22
26
32
33
34
36
37
38
39
40
42
43
44
45

46

8.1 Work area
8.2 Exchanging voice messages with the Unit
8.2.1 Sending voice messages
8.2.2 Listening to messages from the Unit loudspeaker
8.2.3 Receiving voice messages
8.3 Voice message commands
8.3.1 Importing an audio file
8.3.2 Emitting a voice message
8.3.3 Recording a voice message
8.3.4 Retrieving voice messages

9. Update Firmware

46
47
47
48
48
49
49
49
49
49

50




SecurityConfig

1. Hardware
and Software
requirements

A\

Please note:

The SecurityConfig program is the
essential tool for the configuration
of the 675 20 Burglar alarm Unit.
The content of this program is
under the exclusive rights

of Legrand.

2. Installation

Hardware requirements

* Personal Computer with Pentium processor > 400 MHz
° 256 MBRAM

e SVGA graphics card with resolution 800 x 600

* CD-ROM unit

* Mouse

Software requirements

* Windows XP or higher - Internet Explorer 6.0 or higher

Space used on hard-disk

* 91 Mbyte

Follow this procedure to install the SecurityConfig program:
1. Insert the CD-ROM in the drive.
2. After displaying the main page in the web format, select “Install SecurityConfig”.

3. The installation program will now copy the system files necessary for the execution of the
SecurityConfig program.
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3. Basic concepts

A

Please note:

For proper functioning of the
software, the 675 20 Burglar
Alarm Unit must be installed
according to the indications
specified in the installation
manual supplied

with the device.

The SecurityConfig software is used for the configuration of the 675 20 Burglar alarm Unit which combine
the burglar alarm and telephone dialling device into one device.

After opening the program, the following screen will appear:

=] SecurityConfig - Burglar Alarm Switchb. Configurator

Fie Edt Tools Language 7
[ New (= open [ Save |2 Parameters| ) Messages B Connection port COMS + hlangusge ~ ulegrand“

[E MyHome central unit
= t.‘ Burglar alarm
= B zone @ MyHome burglar alarm switchb.
B comman objects (@)
[ connectors (0)
BH Zone 1- Zone 1 (@)
B Zore 2 - Zone 2 (0)
B zore3- Zore 2 [0
B zore 4 - zone 4 (@)
B zZone 5 - zone 5 (@)
BH Zore 6 - Zone 6 (0)
BH Zone 7 - Zone 7 (0)
B zZore 8- Zone 8 [0)
B auxiliary @)
® automations (0)
€ User preferences
=142 Installer praferences
=2 Key Managerment (0)
:8) Scenarios (0)
= (& Dialling device
3 Telephare rumber directory
S Set calls ()
=2 Telephore Functions
Wz Block ()
M Protocol
&l Line test
%5 Telzphore controls (0)

MyHome burglar alarm switchb.

& b

| 18m2ro08 | 1535 |67520 Controlunit | Fike:
! v |

Depending on the technician and user’s needs, it is possible to begin with a new configuration or
change an existing configuration.

In this manual the various screens will refer to the second mode.

Creating a new configuration

e Start SecurityConfig

e Execute and save the configuration
* Send data to the Unit

Modifying an existing configuration

* Execute the system auto-learning function from the Unit
* Receive data from the Unit with SecurityConfig

e Edit, if required

* Send data to the Unit

In order to perform a proper configuration, it is necessary to execute the system auto-learning function
before connecting the Unit to the PC.

Using the Firmware Update function, with the SecurityConfig itis also possible to update the permanent
Control Unit Software, using new issues published by Legrand.
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3.1 Menus and general buttons for selecting functions

The main functions that can be executed with SecurityConfig can be selected by using the icons in the
toolbar or by opening drop-down menus, thus selecting the various options.

Quick keys can also be used for some functions, like: to create a new project, it is possible to select New
from the File drop-down menu, from the toolbar and from the keyboard by using the keys Ctrl + N.

The followings functions are included in the toolbar:

Save the current Select the interface

project language
Create a new Opens the Executes connection Executes connection
project Parameters section to the Unit to the Legrand website

ID New ( Open [El Save [JD Parameters| ) Messages  [E Connection part COM2 ~ DlLangusge ~ ulegrand" | I

Opens an existing Opens the Voice Selects the serial port
project message section of the PC to which the
Unit is connected

The followings functions are included in the drop-down menus:

[ ————————————————————————————————— V/{ = ”
A Sec urityConfig - Burglar Alarm Switc File” menu
File | Edit Tools Language 7 * New Creates a new project
El New Cultl - |Paramete o Open Opens an existing project
[ Cpen Chrl+C y )
& sove P * Save Saves the current project
Save with name . . . * Save as (with name) Saves the project after requesting a file name
Export configuration . . . . . .
i D * Export configuration Exports the project thus creating a file with
kil . . . .
extension .csv which can be imported into
Microsoft Excel®
* Exit Exits the program
curityConfig - Burglar Alarm Switchb. Configura ”Edit” menu
Ea i N * Import messages from project Imports all voice messages from an existing
Impart messages from project . . . tsage .
Impart configuration data From praject . . . | project
| Load pre-defined audic messages | . . . ) . P
| ryr— cen w| ®Import configuration data from project Imports all configuration data from an existing
Sedect 2l fived messages Fo | prOjeCt
* Load pre-defined audio messages Retrieves voice messages set up for the Unit
e Select all messages Selects all messages of the project

* Select all fixed messages Selects all fixed messages of the project



yConfig - Burglar Alarm Switchb. Confi

B4 Parameters F3 | cJi) Mes
@)Mﬁs&ages F4
+_ quratior 2 My!
B update Firmware . . . F7

[E connection withunit ~ Fg

Englch
Mederlands
Frangais
Deutsch
Itzhano
Portugués
Espaficl

ig - Burglar Alarm Switchb. Configurator

-rametsrsl ) Messages
~
MyHome bu

r Alarm Switchb. Configurator

About,

ages  [E] co

Supported versions _—

SecurityConfig

“Tools” menu

* Parameters Opens the Parameters section

* Messages Opens the Messages section

* Receive configuration Receives the configuration from the Unit, it is active only
when connecting to the Unit

* Send configuration Sends the configuration to the Unit, it is active only when
connecting to the Unit

* Update Firmware Starts the Unit firmware update procedure

* Connection to Unit Enables connection between the PC and the Unit

“Language” menu

o Select the SecurityConfig interface language

“?” menu

e About... Displays information on the SecurityConfig program

e Supported versions Displays information on SecurityConfig, hardware and

software versions of the Unit

The status bar shows the following information:

Current data Loaded project file

Iiisibe'm"""f 0646 | Cotreodies  [Fie J

Currenttime  Type of Unit
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4. Importing data from
an existing project

A

Please note:

It is recommend to save the
current configuration file of before
starting the procedure.

It is possible to import data (configuration parameters and voice messages) from a previously saved
project file.

4.1 Importing voice messages

To import voice messages from a project file:

> Select Import messages from project from the Edit menu

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File: EditITmls Language 7

) Al tmport fram project . . . |bsaces  [E} cornection  pot COM2 +  EBLanguage ~ nbgand- v
Import configuration data from project , .
Load pre-defined audio messages e = Sand Everit memor Informatis
Select ol messages Ctrl+A  |Home burglar alarm switchb.
Select ol fixed messages F3

B Connectars (0)
B zore 1- Zore 1 (0)
B Zone 2 - Zone 2 (0)

The following screen will appear:

FIX
Look.irc | 3 Projects = «BogBE
[ Progatter ja
B rogettoz.js
My Recant .
My : [ Hrrogatiod.js
Deskiop
My Documents
My Computer
HyNabhodt, . Fle nome [ =] [ oen |
Files of type: | File 2 " jai) |  Cancel

> Select the project file (. jai) from where you want to import the messages

> (lick the Open button

Wait . . .

Import in progress . . .

File Edit Tools Language 7
D) vew  open [l Save /D parameters [ messages| Emm i foMs o Bienguage + nbgand

@ serd plisten ®ZReceive A Importwav P Usten | o @ Record

= 71 Bnkinkeacion maccanas
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4.2 Importing configuration data

To import a previously saved configuration:

> Select Import configuration data from project from the Edit menu

E SecurityConfig - Burglar Alarm Switchb. Configurator
File | Edit I Toals  Language 7

0w Impork messages from project . . . bsapes E Discomnection | ﬁl-muuage = u bgandu i
[ Import configuration data from project . . . —
Load pre-defined audio messages eive == Send (=] Everit memory
Select sl messages Ctrl+A  |Home burglar alarm switchb,
Select ol fixed messages F9

B connectors (1)

B zone 1 - zona 1(1
B zone 2 - zona 2(2
B ?nne 2 - 70na EXs N

The following screen will appear:

Look i |3 Projects = ~ BEcFE-

" '@ngsmi e
._\J | Progattoz. jai
My Recent Frogettod.

Documerts = "

€]

Deskiop

My Documents

My Computer

MyNelwak  Fie s [ =] [ oeen |
Files of type: | File 2 " jai) =]  Concel

> Select the project file (. jai) from where you want to import the configuration
> (Click the Open button

A

Please note:

It is recommend to save the
current configuration file of before
starting the procedure.

Wait . . .

Loading in progress , . .

When the procedure has been completed, the new configuration will appear:

& SecurityConfig - Burglar Alarm Switchb. Configurator

CEBX

File Edit Took Language 7

[ New (& open [ save i) Messages ||l Discomnection | B Lenquage - IJIeQand*
N\:Hnme Al A 7| Receive =7 Send @E\feﬁ: memary Informatior

=- gp Burglar alarm
- B zone (12) @

B common objects (2)
EH connectors (2)

B 2one 1 - zona 1(1
B 2one 2 - zona 2 (1
EH 2one 3 - zona 3(3
B 2one 4 - zona 4 (3

[ T JENEUY =
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5. Connecting
to the Unit

To access some functions (e.g. Receive configuration, Send messages, etc.) there must be a connection
between the PC where SecurityConfig is installed and the Unit, following the operation described
below.

> Fromthe Port menu, select the serial port address of the PC you want to connect the Unit to (COM1,
COM2, etc.)

> Select Connection to Unit from the Tools menu

& SecurityConfig - Burglar Alarm Switchb. Configurator
Edit | Tools | Language 7
O Hew %Paramehe(s

) Messages | [ Comnection Fot: COMS - gERlanguace - [ kgrand'

[l MyHome burglar alarm switchb.

The following message will appear:

Attention

2 To connect the unit, execute the following operations:
\:) 1 - BE SURE THAT THE UNIT HAS ACQUIRED THE BURGLAR ALARM SYSTEM CONFIGURATION BY MEANS OF THE
AUTO-LEARNING FUNCTION
2 - Switch the unit ko maintenance
3 - Connect the programming cable to the device

4 - Push OK to continue
OK I Cancel

> Execute the required operations and then click OK

Select the maintenance menu Slide switch
of the Unit and start
the auto-learning function

Key program

System test
Learning

Flip the slide switch to off

Click the OK button

o] oo |

Connect the programming cable
to a USB port of the PC and to
the 6-way connector of the Unit

0492 34
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Wait. . .

Block reading 6592

At this stage, by clicking the Details button, it is possible to display the list of communication activities
between the personal computer and the unit.

Logging activities @

18f02/2008 15:26:32 ]
-@ Diversities have been found between the current project configuration and those saved in the control unit,
18/02/2008 15:28:35
Operation cancelled by the user

4

18/02f2008 15:28:35
End connection with the device

')

18/02/2008 15:28:38

Close comminication port

I

18/02/2008 15:28:39

Opan cormmunication port

&

18/02f2008 15:28:42
Start connection with the device

&

Empty Exuort...l Quit

When connecting to the Unit, a comparison will be made between the configuration of the Unit which
reflects the real system, and the configuration of the current project.

If the configurations are different, the following warning message it will appear:

i Discrepancies of correspondence between the project data and those saved in the device have been Found. Do you
want to see the detail?

Mo

> Click YES to display the details of the differences found

Zone Device Parameter Project value Device vahue Notes
Common objects Intemal sien 1 Prezence of perpheral present not present
Cornectors Peripheral 1 Type Connector Trazponder reader
Cornectors Peripheral 2 Presence of peripheral present not present
Cornector: Peripheral 2 Type Division Mone

Zare 1 Paripheral 1 Type Contact interlace IR sencor

Zone 2 Peripheral 1 Type Contact intesface IR sensor

Zone 2 Peripheral 2 Prezence of perpheral not present present

Zane 3 Peripheral 2 Presence of periphera present not present

Zore 3 Peripheral 2 Type IR sensor Hone

Zore 3 Peripheral 3 Presence of periphera present not present

Zare 3 Peripheral 3 Type IR sensor Nane

Zone 4 Peripheral 2 Type Radio Receiver Keypad with display
Zore 4 Peripheral 3 Prezence of periphera present not present

Zore 4 Peripheral 3 Type IR sensor None

The data can be exported into a file with extension .csv, which can be imported in Microsoft Excel.
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> The following message will appear if click QUIT

9 Differences have been detected between the system configuration of current project and those memorised in the
\._'/ unit.

It is advisable ko update the project to the system configuration present in the unit,
Do you want ko load the system configuration present in the unit in the currenk project ?

s ]

> (lick YES to load the configuration of the system in the Unit
> Click NO to keep the current project unchanged

However, there will be a connection to the Unit.

At the end of the procedure the Connection button will change into Disconnection.

=] SecurityConfig - Burglar Alarm Switchb. Configurator l._|E]r§|
File Edit Tools Language 7

D ew G cpen o [ Puantes] A wessoes [ Gomomcin ] 0 BB - [ legrand’
=] MyHome central unit M| T Receive =2 Send Eventmemoql

= '@ Burglar alarm
- B zone (12) @
B common objects (2)
H connectors (2)
H 2one 1 - zona 1(1
B 2one 2 - zona 2(1
B 2one 3 - zona 3(3
B zone 4 - zona 4(3

It is now possible to swap data with the Unit.
Click Disconnection to stop connection.

The following message will appear:

Attention

1 - Disconneck cable From unit

i ) To disconnect the unit, execute the Following operations:
2 - Push OK

> Disconnect the programming cable from the Unit
> (lick the OK button

6. Exchanging data When the connection to the Unit has been activated, it will be possible to:

with the Unit * Send/receive configuration parameters
* Send/receive voice messages
* Receive the history of events from the unit

Refer to paragraphs 7.2 Exchanging configuration parameters with the Unit”and “8.2 Exchanging
voice messages with the Unit"to carry out these functions.
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7. Parameters In this section it is possible to execute the Unit parameters configurations.

7.1 Work area

=] SecurityConfig - Burglar Alarm Switchb. Configurator

Fie Edt Tools Language 7
D vew @ open [l save [ B Paraaters] ) Messoges | [} omection  porc CoMs = | Etanese - ] legrand”

IMyHome central unit
= t.‘ Burglar alarm
= B 2one (12) MyHome burglar alarm switchb.
B common objects (2)
[ connectors (2)
[H zone 1 - zona 1(1)
B zone 2 - zona 2(1)
B 2one 3 - zona 3(3)
B zone 4 - zona 4 (3)
[HzoesS-zona 5@
Hzones-2na 650
BH Zone 7 - zona 7(0)
B Zore 8 - zona g (0)
B Auiliary (0)
@ Automations (5)
€ User preferences
= /B Installer praferences
=2 Key Management (3)
i#) Scenarios (16)
~ {23 Dialling device
3 Telephone number directory
% set calls (2)
=S Telephore Functions
Wz Block (0)
& Protocol
S Line test
% Telephore controls ©) MyHome burglar alarm switchb.

In this section all typical parameters for the configuration of the Unit are displayed, represented
hierarchically with a tree structure on the left side.

Onthe right side, a specific template forinputting data and, if the connection is active, for communicating
with the Unit can be displayed by selecting each element of the hierarchic structure.

[& SecurityConfig - Burglar Alarm Switchb. Configurator

Fie Edt Tools Language 7
D New @ open [l Save [ B Paraneters| ) Messages [ Comection  por coMs = ERLanaee - [ legrand”

IMyHome central unit
= ‘.‘ Burglar alarm

= [ zone (12) =] Device 1 - periferica 1 e
[ common objects (2) Present < Ves
[ ilConnectors (2)
B 2zone 1 - zona 1(1) Active v ves
B zone 2 - zona 2 (1) Description periferica 1
[ 2one 3 - zona 3(3)
B 2one 4 - zona 4(3) Trps . Connectar
B zone 5 - zona 5(0) Wersion 10.6

B zore 6 - zona & {0)

= Device 2 - iferica 2
B Zore 7 - zona 7 . et

HzoeB-zona B8 Present ¥ ves
B Auiliary (0) 5
Ak ki
@ Automations (5) - Ve
€7 User preferences Description periferica 2
=/8 Installer preferences Type . Division
2 Key Management (3)
..é) Scenarios (16) Version 10.6
= (& Dialling device & =
£3 telephone number directory
S Set calls (2) o=
= {2 Telephore Functions # -
T Block ()
& Protocol =
[ Line test - v

T Telzphare controls (@) Device 1 - periferica 1
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Data input template

Send configuration Displays information

to the Unit
Receives Receives the history Communication bar
configuration of events from with the Unit
from the Unit the Unit

=] . Device 1 - periferica 1
V' Yes
Active < fes Dota
Fixed zone — . o ata input
Description periferica 1 zone
Type . Connector
Wersion 10.6

. Device 2 - periferica 2

2]
I |

Help zone Present
Define the presence of device

The upper bar includes the commands for communication with the control unit (only active when the
connection with established PC); the central section is for data entry, and will vary depending of the
selected parameter; the lower bar displays the instructions to guide the user through the data entry
procedure.

7.1.1 Data input procedure

Daseinkinn Inputting by typing in data
> (lick the data input zone
> The text, if any, will be edited (e.g. Input)

> Typein new data

' Inputting data with the drop-down menu

> C(Click the data input zone; the = %#  button will appear

JE—— > A drop-down menu will appear after clicking the button

— .
B8 Coresc > Select any data available
B8 Division

[ Tiotpcderreacer
H Feypad with caplay
B Corrotoe vith keypad
BB Trenponder diader
(03 fisdotech slam

rrrrrrnng
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- Inputting with an independent window

> (lick the data input zone; the E button will appear

> Anindependent window will appear after clicking the button

Configuration DPEN

[Ughting | automation | Scenarios | Temperature cantrol | aurglar alarm | auiiary | Marual |
~ Type of Dbyect - - Addipzzen
|Actuator =
| Command 1 !Pmnt-ponl j
o =l | [[portaz -
None Corcel | [ Corim |

> Enter the data

> Click OK to close the window
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7.2 Exchanging configuration parameters with the Unit

7.2.1 Receiving configuration parameters

This function allows you to receive the configuration parameters from the Unit.

> Execute the Connection to Unit procedure

> Click Receive button

=] SecurityConfig - Burglar Alarm Switchb. Configurator |;|@]|r£|
File Edit Tools Language 7

D New ﬁ"v()pen HSwe @Hemges i Disconnection t M5 ¥ %ng.lage b uhgrand' i
& Receive =b: Send [iE] Event memory 3t

MyHome burglar alarm switchb.

= Burglar alarm
= [ zone (8)
B common objects (1)
H connectors (1)
H 2one 1 - zona 1(1)
H 2one 2 - zona 2(2)
B 2one 3 - zona 3(1)
B 2one 4 - zona 4 (2)

The following screen will appear:

\ ? ) Are you sure you want to receive configuration from the unit 7

Yes No

> Click the Yes button

If the current project has not been saved, a reminder appears on the screen.

2 ) current project has been modfied, Save it ?

| Yes i Mo

> Click the Yes button

Wait. . .

Block reading 16704

When the procedure has been completed, the Unit configuration parameters will be available in the
relative section for future verifications or changes.

To activate a new configuration the sending procedure, described in the following paragraph, must
be completed.
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7.2.2 Sending configuration parameters

This function allows you to send the configuration parameters to the Unit.
> Execute the Connection to Unit procedure
> (lick Send button

= SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

D New B"' Open u Save ﬁParunmrsl @ Messages i Disconnection | { v %ng.lage = u hgrand' !

=] MyHome central unit &= Receive == Send Ewent memory
= '@ Burglar alarm

= B 2one (8) = MyHome burglar alarm switchb.
B common objects (1)

Hardware Version z
B connectors (1)
H 2one 1 - zona 1(1) Firmrware Yersion 6
E Zone 2 - zona 2 (2) Firrrwsare Release 15

B 7one 2 - 7ana i1

The following screen will appear:

\ ? ) Are you sure you want to send configuration to the unit ?

| Yes I Mo

> C(lick the Yes button

If the current project has not been saved, a reminder appears on the screen.

2 ) current project has been modfied, Save it ?

| Yes l No

> Click the Yes button

Wait . . .

Sending programming request

When sending the parameters, a comparison will be made between the configuration of the Unitand the
configuration of the current project, if these are different the following warning message will appear:

Attention
-

Discrepancies of correspondence between the project data and those saved in the device have been found. Do you

want to see the detail?
Yes I No |
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Click Yes to display all differences found.

Zone Device Patameter Project value Device value Notes
Common objects Intemal siren 1 Fresence of peripheral present not present
Connectors Petipheral 1 Type Connector Trasponder reader
Connectors Penpheral 2 Presence of peripheral present not present
Conneclors Penipheral 2 Type Division Hone
Zone 1 Penpheral 1 Type Contact interface IR sensor
Zore 2 Penpheral 1 Type Contact interface IR zenzor
Zore 2 Pesipheral 2 Frezence of peripherd not present present
Zone 3 Penpheral 2 Frezence of peripheral present not present
Zone 3 Peiiphersl 2 Type IR sensor None
Zone 3 Penpheral 3 Presence of peripheral present not present
Zone 3 Penpheral 3 Type IR sensor Mone
Zone 4 Peripheral 2 Type Radio Receiver Keypad with dizplay
Zone 4 Penpheral 3 Presence of peripheral present not present
Zone 4 Penipheral 3 Type IR sensor MHone
Export . . . Quit |

When No is clicked (or Quit in the error window), the following message apperas:

Attention

5]

Differences have been found between the system configuration of the current project and that

memorized in the unit,
Sending the configuration of the cument project, the system should not work.
Continue 7
Force: download configuration on the unit
Aligr: alignes the project configuration with that of the unit without downloadin anything
Cancel aborts the download operation without aligning

Aligne ‘ Cancel I

> Click the Force button to send the parameters of the current project to the Unit and then modify
its configuration.

> Clickthe Align button to change the parameters of the current project, thereby aligning them with
the configuration of the Unit.
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7.2.3 Receiving the history of events

This function allows you to receive the history of events. This is the chronological list of all events oc-
curred on the burglar alarm system, and recorded by the Unit.

> Execute the Connection to Unit procedure

> (lick Event memory button

= SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

[ New (& open [ Save EPerundnrsl ) Messages i Disconnection | Fort: COM5 ¥ %ng.lage u hgand" ;:
Mf bome central Lnit &= Receive == Send Evenit memary

= i Burglar alarm
= [ zone (12) MyHome burglar alarm switchb.

B common objects (2)

H connectors (2)

H zone 1 - zona 1(1)
B zone 2 - zona 2(1)
W 7nne 2 - 7ana ETE)]

The following screen will appear:

\ ? ) Are you sure you want to receive events memorised by urit ?

Yes Mo

> Click the Yes button

Wait. . .

Sending programming request

When the procedure has been completed, you will see a window showing the list of events recorded
by the Unit in the history of events.

Recorded events 3]
D01 - 01012000 00:00: 30 A
0 csmon

D02 - 01/01/2000 00:00:25
Tamptest error Extemal Sien 1 (C3)

003 - 0101j2000 00:00: 1%
Exit makntenance

004 - 0101j2000 00:00: 13
GSM On

DOS - 01/01/2000 00:00:05
Tamptest error Extemnal Siren 1 (C3)

T T T T e e
G5M On

T T T
Tamgptest error External Siren 1 (C3)

D08 - 01/01§2000 00:00: 13
S On

009 - 01/0142000 00:00:05
Tamgkest error External Siren 1 (C3)

Export. .. I

> Click the Export button to export the event memory into a file
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The following message will appear:

Attention

\?‘) Are you sure you want o export visualised events 7

fes o |

> Click the Yes button

The following screen will appear:

Export Events Elg'
Salvaire |3 Expost BB
My Recant
Documerts

€]

Deskiop

My Documents

My Computes

MyNelwk  Fie s [ [ save

Sahva come; | File cov [ cav] =] | Cancel ]

> Name the file

> Click the Save button
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7.3 (Configuration of the Burglar alarm section

In this section it is possible to set up the part of the Unit related to the burglar alarm system.

The options are as follows:

e /ones

* Automations

e User Preferences

e Installer preferences

e Scenarios

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7
D) new & open [ Save d@mmm [Z) connection port COMS + DElanguage - uhgrand“ )

MyHome cenfral unit
- Burglar alarm
- [ 2zone (12) MyHome burglar alarm switchb.
B common objects (2)
[ connectors (2)
B zone1-zona 1(1)
B zonez-zona  2(1)
H 2one 3 - zona 3(3)
H zone 4 - zona 4(3)
B zone 5- zona 5 (0)
B zore 6 - zona 6 (D)
W zone 7 - zona 7 ()
W 7one 8 - zona 3 (m
B Auxiliary (0)
@ Automations (5)
€ User preferences
=D Iretaller preferences
=3 Key Management (3)
i#) Scenarios (16)
=& Dialling device
&3 Telephone number directory
% Set calls (2)
= f& Telephone Functions
¥ Block (0)
¥4 Protocol
3 Linz test
Ty Telephone controls ()

MyHome burglar alarm switchb.

< |

18022008 | 1700 | 7520 Contrel urit | Fil:

The tree structure will show the configured components with their number in brackets.
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7.3.1 Zones
This screen shows the list of zones in which the burglar alarm system is divided. For each zone it is
possible to enter a reference name which identifies it (eg. Entrance).

Entering the description of azone is possible only after the configuration of at least one device belonging
to this zone.

= SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

D tew 5 ooen B smve - o - Bueome [llegrand” »
tﬂ;;i—brna central unit 2 Receive == Send [ Evert memary
- g Burglar alarm
=N 2{Zone (12) = EZMEI -zoma 1
B common objects (2) Description zona 1
H connectors (2)
B 2one 1 - zona 1(1) ~ Ezmez'zm 2
E Zone 2 - zona 2(1) Description ona 2
Zone 3 - zona 3(3)
E2m34—mna 4(3) = EZme.‘i—zma =
B zone 5- zona 5 (0) Description ona 3
BHzoec-zona 6
E Zone 4 - 4
W zone 7 - zona 7 () ﬂ i
Fone 8 - zona 80 Description 2ona 4
o]
B suxiliary (0) B E
@ Automations (5)
€ User preforences =B E
= D trstaller praferences @ E
=3 Key Management (3)
) Scenarios (16) ® E

=& Dialling device
&3 Telephone number directory
S Set calls (2)
= f& Telephone Functions

¥ Block (0)
¥4 Protocol
3 Lz test

Ty Telephone controls () BEESE

< | @)
1802/2008 | 17.00 | 67520 Control unit | File:

A

_ The following paragraphs will describe how to set up devices in different zones; to perform these
fi i h i .
[ —— configurations, the device must be present

Receive =7 Serd [ Evert memery

-
e N
L]
 tes

The present devices will be displayed in red.
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Common objects

This screen displays the devices which are common to the whole unit.

Itis possible to indicate the presence of the device and to enter a description.

E SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

D ew @ onen s [ Parantrs] b wessas [ Dosamacin ] - o -

= MyHome central unit
= ' Burglar alarm
= @ 2one (12)
: i Common objects (2)]

B connectors (2)

[ 2one 1 - zona 1(1)
[ 2one 2 - zona 2(1)
[ 2one 3 - zona 3(3)
B 2one 4 - zona 4(3)
B zore 5 - zona 5(0)
B zore 6 - zona 6 (0)
B zore 7 - zona 7 (0)
B zone & - zona 8 (0)

B suxiliary (0)
& Automations (5)
£ User preferences
= /B Irstaller preferences
=2 Key Management (3)
:#) Scenarios (16)
=& Dialling device
&3 relephone number directory
% Set calls (2)
= & Telephone Functions
Tz Block (0)
4 Protocol
JB) Linz test
Ty Telephone controls (0)

Connectors

Power supply - periferica 2

minece [] legrand” >

= Receive == Send =] Evert memory

= Q Power supply - periferica 2
v

Power supply o battery

= External siren 1 - periferica 3
—

Present ( fes
Description periferica 3
Wersion 10.6

0 B B B B B
W =0 =

Internal siren 1 - periferica 10

« es

Description periferica 10

This screen displays the connectors included in the burglar alarm system.

It is possible to signal the presence, activate, enter a description and select the type of connectors

among the available ones.

E SecurityConfig - Burglar Alarm Switchb. Configurator

File  Edit

D ew @ oven s [ Pwantrs] b vessaos [ Gosamacin ] -0 o -

Tools  Language 7

= MyHome central unit
= '@ Burglar alarm
= @ 2one (11)
B common objects (2)
B Connectors (1)

B 2one 1 - zona 1(1)
B 2one 2 - zona 2 (1)
B 2one 3 - zona 3(3)
B 2one 4 - zona 4(3)
B Zone 5 - zona 5(0
B Zone 6 - zona 6 ()
B Zone 7 - zona 7 (0
B Zone 8 - zona 8 (0

B suxiliary (0)
@ Automations (5)
€ User preferences
= /B Irstaller preferences
=2 Key Management (3)
:8) Scenarios (16)
- {2 Dialling devica
£ Telephone number directory
% Set calls (2)
- f& Telephone Functions
Tz Block (0)
4 Protocal
J&l Lin= test
Ty Telephone controls (0)

mLnece [ legrand” >
7 Receive =Z Send E Ewentt memory

C] . Device | - periferica 1

Present ,/ Yes
Active N« res
Description periferica 1
. Division -~
WYersion — one
"= e
- B oivision
[+ - . Expander
I+ — H Trasponder reader
- . High Frequency radio receiver
[+ — Keypad with display
® - . Connector with keypad
F - . Transponcer divicer
B Radio tech, alarm
Type
Select the device type
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Zones 1...8

This screen displays the devices included in the single zones.
Itis possible to signal the presence, activate, enter a description and select a type of device.

= SecurityConfig - Burglar Alarm Switchb. Configurator

Fie Edt Tools Language 7

Pot COMd -  glanguage ~ uhgrand‘

0 new (& open [ save ) Messsges [ Connection

= E)enlral unit Fie o [B) Information
= ‘g Burglaralam
= [ Zone (2) = wem Device 1 - A
B Common objects (0) Present < Ves
B Connectors (1) _
E Zone 1-Zone 1 (1) it v Yes
B Zone2-Zone 2 (0) Descrption
B Zone 3-Tone 3(0)
N
B Zoned-Zone d () P '
B Zone5-Zone5(0) Delayed [can be delayed) - »
[ ZoneB-Zone 6 (0) .
i IR
B Zone 7-Zone 7 (0) o B R oo
B Zore8-Zone8(0) ® - B comactintertace
B Auxiliary (0) [ — . Rado Recaiver
@ Automations (0)
£ Userpreferences - n Doutle technology sensor
=8 Installer preferences © - Ej Basic contact interface
=2 Key Managerment (0)
1#) Scenarios (0) R ﬁ Trasponder reader
- {2 Dialling device Cr— E Keypad with display
£ Telephone number directory (0) |
S Setcalls (0) F - 8 connector wih keypad
= (& Telephone Functions & — Tranzponder divider v
p
% Black(0) Type E] DIN contact interlace
) Protocol Select the device type
3 Line test =5 Rado nlerface 3

Furthermore, it is possible to enable/disable the activation delay the device can be delayed or not
depending on the type of device selected and on its firmware version.

& SecurityConfig - Burglar Alarm Switchb. Configurator
File Edit Took Language 7

[ new & open [ save

dﬂ) Messages |||l Disconnection Port . | ERLsnguage Ubgnnd“ 2

= MyHome central unit
=’ Burglar alarm
= [ 2one (11)

#iReceive =7/ Send [E]Event memory [Z) Information

= B8 vevice 1 - periferica 1

EH common objects (2)

[ connectors (1)

[ 2o0ne 1 - zona 1(1)
[ 20ne 2 - zona 2(1)

Present ‘/ Yes
Active < es
Description periferica 1

[ 20ne 3 - zona 3(3)
BHzone4-zona  4(3) Tvpe
B Zores-z0na S50
B Zoret-zona 60
B zore 7 - zona 7 {0

. Contact interface
‘/ Ves v
o o

B zore & - zona 8 (0 - v
B auwdliary (©) 5 mm
@ Automations (5)
€ User preferencas E -
= B Installer prefersnces & =

=3 Kou Mananement )

When you click the Information button, you will see a screen which will show how the delay time will
be set up for the devices of the zone.

Information on the devices in Zonel

Delay in entry Delay in exit

YES Yalue set to User Yalue set to User
preferences preferences

NO 0 sac. Value set to User
preferences
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Auxiliaries

This screen displays the devices which are not included in the burglar alarm system (e.g. gas leak

detector).

[tis possible to signal the presence, activate, enter a description and select a type of device.

=] SecurityConfig - Burglar Alarm Switchb. Configurator

Fle Edt Tools Language

?

[ Mew (& open [ Save Q!J)Msswgss (& connection pot COM& ~ mmlanguage ~ ulegand' 2

Central unit
= '@ Burglar alamm
~ [ Zone (3)
B Common objects (0)
B Connectars (1)
B Zane 1-Zone 1 (1)
B Zone 2-Zone 2 (1)
B Zone 3-Zone 3(0)
B Zone 4-Zone 4(0)
B Zone 5-Zone 5 (0)
B Zone 6-Zone 6 (0)
B Zane 7-Zaone 7 (0)
B Zone 8- Zone & (0)
B Auxiliary (1)
@ Automations (0)
£l Userpreferences
= ﬁ Installer preferences
=2 Key Managament (0)
:#) Scenarios (0)
= (& Dialling device

& Telephone number directory 0]

% Setcalls (1)
& Telephone Funclions
¥z Block ()
W Protocol
[ Line test
% Telephone contrals (0)

| 03me2009 | 1622 67520 Controlund | Fike:

= =mm Device 1 -

Present  Yes
Active  Ter
Drescription

S -~

Wersion :m
— ' Relay module

m Trasponder reader
BB Kevpad vih dsley
[ connector it keypad

[[§ Radio tech. alam

H B B BE B B B B

-—
[
-
-— . Transponder divider
-—
-—
-

Type
Select the device ype

% |

25



26

SecurityConfig

7.3.2 Automations

This screen shows the list of automations that can be set up (Max. 20).

The automation lets you link an execution (set with an Open command) to one specific burglar alarm
event.

[tis possible to enable/disable the automation, enter a description and select an event to be matched
with an execution to produce the automation required.

Event Field

E SecurityConfig - Burglar Alarm Switchb. Configurator

mmm Technical
m— Faled

' De-insertion

m— Date

mmm Event from system

File Edit Tools Language 7
D) vew @ open [l Save /D Parameters| ) essages |l Disconnecton | rov 05 - EjLancusce ubgrand' »
r“fbm canfral nit = Receive == [Send Event memary
= @ Burglar alarm
= [ Zone (12) = @ autonfation 1 -
B common objects (2) — < ves
B connectors (1)
B 2one 1 - zona 1(1) Narne sutomazione |
BHzonez-zona  2(1) Type S
Hzone3d-zona 3(3)
E Zone 4 - zona 4 (3) Ewent #F Intrusion
B zoreS-zona  5(0)
B zore6-zona  6(0)
B zore7-zona  7(0)
B zoreg-zona  8(0)
B Auxiliary (1
L55Y Automations (1))
€ User preferences Run AR
= /B Ir‘ftaller prefererces CI )
Data input field
Event

Depending on the choice made, it is possible to select a type of event from the Type drop-down menu;
the underlying fields will be activated and dealt with later on.

Data input

Click Run to display the Open Configuration window. This can be used to define the Open Configuration
(manually or using the guided procedure) for the selected event.

Guided Insertion

> Selectthe Open Command and select the data related to the system, to the action and to the destination

Configuration DPEN

[Ughtig | auamation | Scenarios | Temperature control | Burglar alsrm | Auiliary | Marual |

Type of Obgect [ Addiezees
[achuztor =

4 | [F’Dlnt-ponl :]
o =l | |[port=a El

Hores Corcel | Cortrn |

> Click the Ok button
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|
Manual Insertion

> Type in the Open Web Net code to create the Open Command

Configuration DPEN =

Lightng | Autamation | Scenarios | Temperature cantrol | urglar alarm | Auilary Manusl |

Insert manually OPEN control

[*1e173#4]

Hores Corcel | Cortrn |

> Click the Ok button

Type of event - Alarm

> Select the type of event from the drop-down menu

Type of event - Technical

> Select the type of event from the drop-down menu

pe JE——— Type of event - Power lack
F Poweron
7 > Select the type of event from the drop-down menu
F Powaron
F Battery Faiure

Type of event - Enable/Disable (Insertion/De-insertion)

> Select the type of event from the drop-down menu

T T The associated field will be activated by selecting the Scenario event
Evan: F Scenario
- > Clickthe E button to select the desired scenario
it Crvesion (—— )
= or
Run scenaria 2

27
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Division 3]
¥ Zone 1 r
v Zone 2 =
v Zone 3 =
I Zone 4 =
Cancel [+ 3
[Tepe —rsertion
[Event F Connector rumber
[P e et
- ste
¥
ot wnprages any

Humier and jolly characters are allowed (")
Dy Month  Year Hour  Mnutes
[ wl b1 W &
== |

Type = Event from systam

Fun e A a0

Click the button to set the division

> Anindependent window will be opened, select the zones to be divided
No scenarios can be set if there are no active zones
> Click Ok

The associated field will be activated by selecting the Connector event

> Type in the connector number

Type of event - Date

The associated field will be activated by selecting the Date event from the drop-down menu

> Clickthe B button

> Enter the date and time for the activation of set automatic event in the Run field

To setan automatic event to run every day at a certain time, enter %% in the Day/Month/Year fields,
and then the Hour and the Minutes

> Click Ok

Type of event - Event from system

The associated field will be activated by selecting Event from system from the drop-down menu

> Clickthe E button

With this type of event it is possible to match two data inputs (open-open): the first through the
independent window which can be activated from the Event field whereas the second as per the other
type of event from the Run field

> Anindependent window will be opened, enter the Open Command using the guided configuration
procedure, or by directly entering the instruction in the Manual section

[Uighting || automation | Scenarios | Temperature control | Burglar alsrm | auiliary | Marual |
Type of Obyect - [ Addiezees
[actuzter I
PR |[ant-pont |
on =l | |[port=a j
None Corcel | [ Corim |

> Click Ok
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Example of automation

Lights ON in “Room 3" at every trespassing alarm.

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Langusge 7
D ew G5 ooen B sove [ raartrs] Qo wessoes [ Dsomwesion | . o - Biunoms [ leg

Eh{d—bma central unit #iReceve =2 send [ Event memory

- @ Burglar alarm

- [ 2one (12) =
B common objects (2)
B connectors (1) -
B 2one 1 - zona 1(1) ame Butomazione |

|_
H zone 2 - zona 2(1) Type - e |—
|_

HWN =

A zone 3 - zona 3(3)
A zone 4 - zona 4(3)
B zore 5 - zona S
B zores-zona  6(0)
B zore 7 - zona 7 (@
B 7one 8- zona a8
B Ausiliary (1)

@ Automations (1)

€ User preferences

= B Installer preferencas

=3 Key Management (3)

-:é) Scenarios (16)

= {2 Dialling device
&3 Telephone number directory
S Set calls (2)
=& Telephore Functions

¥ Block (0)
8 Frotocol
3 Line test *

Ty Tekephone controls (U)

Event # Intrusion

A3 |—— 5

2]

H H

B

[
CRCRC RN R

Automation 1

< 3 |
180022008 | 17:00 | 67520 Cortrolunit |Fie:

Procedure:

1 Enable automation

2 Type in the reference name of the automation (e.g. Staircase lights)
3 Select type of event - Alarm

4 Select Intrusion event

5 Enter the Open command which will activate the automation after the Intrusion event

Guided Configuration

N > Select System LIGHTING
e —— 2| > Select Action ON
> Select Destination ROOM 3

> Click the Ok button

Manual Insertion

Aaping | | s | To

et sty P s

Fem- . > Typein *1*1*34##

> Click the Ok button
S P LT
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Example of automation

Lower the blinds at 22:30 h every day.

E SecurityConfig - Burglar Alarm Switchb. Configurator
File Edit Took Language 7

D w5 oven [l s [ paanas] @) essoes [ Dozomacin | . cove | EBowe [ log

e Jg eriscarnl e iReceive ¥ Send [ Event memory
- @ Burglar alarm
- [ zone (12) =l
B common objects (2) T = =
B connectors (1)
fHzone1-zona  1(1) Name automazione 1 I_
Hzone2-zona  2(1) Type F—— I_
Hzone3-zona 3(3) . _
fHzoned4-zona  4(3) # None
[Hzoes-zona SO Date ok perpx 23,30 I_
W roret-z20na 6
Hzore7-z20na  7(0)
[Hzoreg-zona  8(0)
B Auxiliary (1)
@ Automations (1)
€ User preferences
= /D Installer preferences
72 Key Management (3)
1#) Scenarios (16)
=2 Dialling device
&3 Telephone number directory
S set calls (2)
= & Telephone Functions
W Block (1)
& Protocol

*aratone I—

B B B B B
600 7d

=

Procedure:

Enable automation
2 Type in the reference name of the automation (e.g. Evening)

3 Select type of event - Date

4 Enter the date and time

Humier and jolly characters are allowed (")

To set an automatic event to run every day at a certain time, enter %% in the Day/Month/Year

Day Merith Yoar Hour  vinutes i 7
53t 5 ErEa fields, and then the Hour and the Minutes

ol | [ ) > Click the Ok button

5 Enter the Open command which will activate the automation after the Date event

Guided Configuration

> Select System AUTOMATISMS
o= R > Select Action DOWN
> Select Destination GENERAL

> Click the Ok button

Manual Insertion

| sy M

et sty P s

e - > Typein *2*2*0##

e e > Click the Ok button
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Example of automation
?‘I\,;Home cenfral unit 7 Receive = Send @ Event memory
=@ Burglar alarm
= @ 2one (12) a
EH common objects (2) : I |
B connectors (1) Active ‘/ es I—
B zone 1 - zona 1(1) Name automazione 1 I— 2
H 2one 2 - zona 2(1) Type wmm Event from system I— 3
EH 2one 3 - zona 3(3) )
BHzoned-zona  4(3) 7 MNor
B Zone 5 - zona 5 () e
B Zone & - zona 6 (0)
BH Zone 7 - zona 7
B Zone 8 - zona a0 annect I
® ﬂ::n’:ta::tl) Event from system *ZH1FE | 4
€ User praferences Hun RT3 I— 5
= /2 Installer preferences 2B
=2 Key Management (3)
#) Scenarios (16) @ ®
=& Dialling device 7 ®
£ Telephone number directory |
% Set calls (2) @ ®
= {& Telephone Functiors 2 @
Procedure:

1 Enable automation
2 Type in the reference name of the automation (e.g. Day)
3 Select type of event - Event from system

4 Enter the Open command which will activate the automation

Guided Configuration

> Select System AUTOMATISMS
> Select Action up
> Select Destination LIGHT POINT 11

> Click the Ok button

Manual Insertion

et sty P s

- - > Typein *2*1*11##

> Click the Ok button
e | e |[E=]

5 Enter the Open command which will be the automation

Guided Configuration

TR | | e | Tamgm st st | Rt s |

. . > Select System LIGHTING
& s 4 > Select Action OFF
> Select Destination ROOM 4

> Click the Ok button

Manual Insertion

- > Typein *1%0%4##

> Click the Ok button
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User Code

Tamptest Alarm length

alarm length

Entry delay

Exit delay

Display contrast

7.3.3 User Preferences

This screen displays the user’s preferences.
Itis possible to change all preferences in the procedures described hereinafter.

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Took Language 7
O vew & open [l save ) Messages | | Disconnection B Lenguage u Iegmnd“ »
= t‘I\;Homa central unit 7 Receive =i Send [=] Event memory
- g Burglar alarm
- [ zone (12) = € Userpreferences
B8 common objects (2) User Code 00000
A connectors (1)
B zone 1 - zona 1(1) Tamatest Alarm length @ Pulse
Haone2-zona  2(1) Alarmlength 153 Puise
H zone 3 - zona 3(3)
E 2 4 - zona 4(3) Entry delay @ 20 seconds
[ zore5-20na SO Exct delay 193 20 seconds
[ zorec-20na 6 )
E Zone 7 - zo0na 7 (g Display contrast 8
B 7one 8 - zona 8 ()
B Ausiliary (1)
@ Automations (1)
[ #8iser proferences
=D Installer prefersnces
=3 Key Management (3)
:8) Scenarios (16)
={& Dialling device
&3 Telephone number directory
S Set calls (2)
= (& Telephone Functions
¥ Block (D)
& Frotocol
& Line test
Ty Telephone contols (U) e
< >
18102/2008 17.00 67520 Control unit  File:

A

It enables you to enter or change the user code of the Unit.

In the basic configuration the user and maintenance code are the same; they also enable you to access
all menus of the Unit.

Changing the user code will also automatically update the maintenance code as long as the latter is
not modified.

> Type in the user code in the required field

Sets the duration of the siren sound in case of an alarm due to tampering or problems related to the
SCS signal reception.

> Select one of the proposed values from the drop-down menu

Sets the duration of the siren sound in case of an alarm.
> Select one of the proposed values from the drop-down menu

Assigns the delay time for the activation of the sensors of zone 1. This allows you to pass through zone
1 before disconnecting the system and without activating the alarm.

> Select the delay duration from the drop-down menu

Assigns the delay time for the activation of the sensors of zone 1. This allows you to pass through zone
1 after enabling the system and without activating the alarm.

> Select the delay duration from the drop-down menu

Adjusts the display contrast of the Unit.
> Adjust the contrast with the arrows by clicking in the field
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Language

M aintenance Code

Euternal giren flazh

T amptest

Set time

Signallirg

D ate format

7.3.4 Installer Preferences

This screen displays the installer's preferences.
It is possible to change all preferences in the procedures described hereinafter.

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edt Tools Language 7
D) New G Open [ Save D messsges [ comectin  pon coms - a-noee - L] legrand”
\E Central unit e i B Event memory R
= '@ Burglar alamm
B ﬂ Zone (3) =2 /@ Installer preferences
B Common objects (0) Language g3l -en
B Connectors (1) )
B Zone 1-Zone 1 m Mairtenance Code 12345
B Zone2-Zone 2 () Extemal siren flash @ Mo
B Zone3-Zone 3(0)
B Zone 4-Zone 4(0)
B Zone5-Zone 5 (0) Set time +D) Slave
B Zone6-Zone 6 (0) .
B Zone 7-Zone 7 {0) S ZAOF
B Zone8-Zone 8 (0) Date format - cld/mmyy
B Ausiliary (1)
@ Automations ()
] User preferences
BN -1 installer preferences
=2 Key Managerent ()
8) Scenarios (0)
=& Dialling device
&3 Telephone number directory (0)
% Setcalls ()
- f& Telephone Functions
% Block (0)
# Protocol
J& Line test

Tamphest ¥ betive

Installer preferences

Adjusts the display language of the Unit as well as the voice messages.
> Select one of the proposed languages from the drop-down menu

It enables you to enter or change the installer code (maintenance code).

In the basic configuration the user and maintenance code are the same; they also enable you to access
all menus of the Unit.

This function enables you to distinguish them in order to allow only the installer to access the Mainte-
nance menu of the Unit.

> Type in the maintenance code in the required field

Enables/disables the ON (3 flash) and OFF (1 flash) signaling (through the flash of the external siren) of
the burglar alarm system.

> Select Yes/No from the drop-down menu

Enables/disables the periodic check of the interconnections between the Unit and devices
connected

> Select Activ./Deactiv. from the drop-down menu

Sets the unit as a Master clock (sends the time update to all In One by Legrand® devices provided
with a clock, such as Touch Screen, Web Server, etc.) or as a Slave (receives the time update from other
devices).

Only one device of the In One by Legrand® system can be set as a Master.

> Select Master/Slave from the drop-down menu

Activate/deactivate the audible signal at entry, exit, or both.

Set the date format
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Enabling

Mame

Type of key

7.3.5 Key management

The programmed keys on the Control Unit can be customized using this menu. The following func-
tions can be customized:

* key enable/disable

* ID name allocation

e combination with a scenario key or with a certain division

* limitation of the use of the key to certain weekdays and/or to a certain time band

After programming the keys on the Control Unit, establish the PC connection and click “Receive’, to
transfer the configurations of the keys to the SecurityConfig unit.

| = SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tocls Language 7

D New @ open [ Seve ) Messages [l Dwcommecton | -0 covs - Fltenause ] legrand” >
i t‘lz‘Home central unit = Receive == Send [E] Evert memory o
= Burglar alarm
- 8 zone (12) Vi 0e1) adg V' Present v [7]A
[ common objects (2) ﬁ (N°2) Imdmit  Present
B connectars (1) =
[ zone 1 - zona 1(1) (N3} adgi « Present
H zone 2 - zona 2 (1) e4) & Hot present
H zone 3 - zona 3(3)
B 2one 4 - zona 4 (3) (N°5) --eeem = @ Hot present
B zore 5 - zona 5 {0) (N%6) =mrerem — @ hot present
]
Zore 6 - zona 6 (0) =
B zore 7 - 20ra 7@ (N°F) wmeeeeeen - © Not present
B zore & - zona 8(0) () PR - @ hot present
B Auxiliary (1)
I - Hok present
@ Automations (1) *9 © Nokpres
€ User preferances N1 e & Mok present
= 42 Installer preferences (LTI Je— @ hot present
k= lKey Management (3
:8) Scenarios (16) Lt & Hok present
=& Dialling device P R & Hot present
&3 velephone number directory
% Set calls (2) (NF14) emmmemaneen © Mok present
= {2 Telephone Functions [ @ Not present
Block
z Pn:m:lc(:I) (NP18) - @ Hot present
L Line test [ ) e — & Mot present 3
s Telephone controls (0) °1) .adg =
Determine the presence of the selected key
L2 »
| 18022008 | 1603 67520 Contral unit | Fie:
|

Enables/disables the use of the key

Enter a name for the key, so that its use can be easily checked in the event memory

It indicates the type of key programmed on the Control Unit: IR remote control, keypad or
transponder
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Tvpe af subdivision

Time limitation

It can be used to link one of the sixteen programmable division scenarios, or, in alternative, a specific
division, to the key (see following paragraph).

If the system is armed with the key programmed, the scenario or the division linked to the key will
become active.

Click = % to open the drop-down menu for the selection of the division scenario.

ey configuration - Key No. 1
Key No. 1
Enabling « fes
Marme ]
Type of key B m
Division (1234----) v

Time limitation Division {1234---) ]
o o
Tuesday scenarin 2
Wecnesdzy scenario 3
Thursday scenarin 4
Friday scenario 5
Saturday scenario 6
Sunday scenarin 7 |4
Starting time scenario 8
End tirne scenaria 9

scenario 10

scenanio 11 v

To set a division not set as a scenario, select Division and click . A window will appear, showing
the zones present in the system. The ones showing the IF symbol are active. Click on the symbol to
deactivate them.

No scenarios can be set if there are no active zones.

Division [£3]
W fii
¥ Zone 2 I© 2o
¥ Zane 3 2o
v Zone 4 r
Cancel Ok

By default, the keys are enabled to be used at all times. It is however possible to limit their use depending
on the user needs.

In the example below, the use of the key has been limited to 830 to 11.30, Mondays and Thursdays.

Time limitation

Monday

O Tuesday

[] wednesday

Thursday

O Friday

[ saturday

[ sunday

Starting time 05:30
End time 11:30

35



SecurityConfig

Enabling

Marme

Division

36

7.3.6 Scenarios

Up to sixteen division scenarios can be created in this section. These can be selected by the user,

depending on specific needs, using the Control Unit keypad.

| = SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Toocls Language 7
) Wew (& open [E] Save ) Messages [ Discomnection | Satengusge [ legrand" =
5| MyHome central unit 4= Receive b= Send [E] Evert memory
=y Burglar alarm -
- @ 2one (12) =] 'm Scenario 1 s
B common objects (2) Enaling < tes
H connectors (1)
[ 2one 1 - zona 1(1) Name soenaca
[H zone 2 - zona 2(1) Division 1-34=-
[ 2one 3 - zona 3(3) -
B 2one 4 - zona 4 (3) = -‘.)Scenatloz
B zore 5 - zona LR (1)] Enatling < tes
B Zore 6 - zona 6 (D)
B zore 7 - z0na 7@ Mame scenario
B zore 8 - zona 8 Civision Zoeeeen
B Auxiliary (1) N
= 5 3
@ Automations (1) 39 scenario
€ User preferances Enakling « ves
= 42 Installer preferenc hame scanario
=2 Key Management (3)
B JScenarios (16) Civision 3
=68 Diallng device = ) scenario 4
&3 velephone number directory
& Set calls (2) Enatlng v e
= & Telephone Furctions Natme scanario
T plock (0) )
W protocol PNEon i
B Line test = @) scenario 5 .
T Telephone controls (0) e ——
£, *
| 18022008 | 1803 67520 Cortrol unit | Fie:
2|

Enables/disables the scenario.

Enter a name for the scenario (e.g. perimeter).

Select Division and click E . A window will appear, showing the zones of the system, marked with
the F symbol. The symbol indicates that the zones are active, and can be clicked to activate them.

No scenarios can be set if there are no active zones.

¥ Zone 3

RN L T

¥ Zone 4

Canced Ok
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7.4  (Configuration of the Dialling device section

In this section it is possible to set up the part of the Unit related to the Telephone Dialling Device.

The options are as follows:

* Telephone number directory
* Set calls
* Telephone functions

* Telephone controls

| = SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7
D vew G ooen @ swve [ Purantrs] Qh wessoes [ Dscavecen ] 0 - EBuaeoe [1legrand’ >

. it ome contral it = Receive == Send =] Evert memory
- g9 Burglar alarm
- [ 2one (12) Dialling device Section
[ common objects (2)
H connectors (1)
Hzone1-zona 1(1)
B zone2-zona  2(1)
H zone 3 - zona 3(3)
H zone 4 - zona 4(3)
H zore 5 - zona 5 (0)
B zore6-zona  6(0)
B zore 7 - zona 7 ()
B 7ore 8 - zona 8 (M
B Ausiliary (1)
@ Automations (1)
€ User preforences
= 4D Irstaller praferences
=2 Key Management (3)
#) Scenarios (16)
SRi=qDialling device
e Telephone number directory
% Set calls (2)
= f& Telephone Functions
Y% Block (0)
¥4 Frotocol
J8 Lne test
Ty Telephone controls ()

Dialling device Section
< | @)
180272008 | 1700 | 67520 Control unit File:

| |

The tree structure will show the configured components with their number in brackets.
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7.4.1 Telephone number directory

In this screen it is possible to set up the jolly number and the 10 telephone numbers of the directory.

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

D e 55 on (5w [ Frmio] O esses [0 ] .. o Ehuaome [ legrand’ >
(£ tﬂ;;i—bme cantral nit 2 Receive == Send [E] Evertt memary sticr
- g Burglar alarm
- [ 2zone (12) = a Jolly number i
E Common objects (2) Enabled  Yes
H connectors (1)
B 2one 1 - zona 1(1) Name: rome
B zone2-zona  2(1) Nurrbr 123456789 9

H zone 3 - zona 3(3)
H zone 4 - zona 4(3)
B zone 5- zona 5(0) Enabled « Yes
B zore 6 - zona 6 (D)

= 3 Telephone Number 1

Mai 1
W zone 7 - zona 7 () me e
W 7one 8 - zona 3 (m Numbsr 3333333333000000000000 30400000
B Ausiliary (1)
= Telephone Number 2
@ Automations (1) &3 relep
€ User preferences Enabled  ves
=D Iretaller preferences Narne rome 2
=3 Key Management (3)
:#) Scenarios (16) Nurbzr
=& Dialling devic = (3 velephone Number 3
& Telephone number directory v
& et calls (2) Enabled o Yes v
= & Telephone Functions Name rome 3
¥ Block (0)
¥4 Protocol umber
J3 Lz test (I~ | 2
Ty Telephone controls () ———
Define presence of the telephane number in directory

< | @&
1802/2008 17.00 675 20 Control urd | File:

¥ |

Jolly number

Itis the first telephone number called by the Unit when any type of alarm is detected (intrusion, failure,
technical alarm).

If the ADEMCO protocol is used, the jolly number must be the surveillance unit number.
[tis possible to enable/disable, enter a description and a telephone number.

Telephone number 1...10

It is possible to store the 10 telephone numbers of the directory in these fields. The numbers of the
directory entered will be able to be used (e.g. for being included in the 4 numbers to be called according
to the type of alarm recorded by the burglar alarm system - see “Outgoing calls”), only if enabled in
this template.

[tis possible to enable/disable, enter a description and a telephone number.
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Please note:

The telephone numbers to be
matched will appear in the
drop-down menus only if
previously enabled in the
telephone number

Directory screen.

= % System alarm
Enabled  Yes
&) rome 1
Hurmber 2
Nurrber 3 f=]
Humber 4 8 rome =
S % system failure 8 ome 3
Enabled o Yes
Nurrber 1 &) rome 2

-.\ System alarm
& System failure

Number 1
Number 2
Number 3
Number 4

N

7.4.2 Setting up calls

SecurityConfig

This screen lets you match some telephone numbers stored in the directory with the alarm events
detectable by the burglar alarm or any specific Open event chosen by the user.

When a specific even occurs, the Control Unit will call the set phone number and communicate the
type of alarm that has occurred using a voice message (see chapter “Messages”).

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

= MyHome central unit
- Burglar alarm
- [ 2one (12)
[ common objects (2)
H connectors (1)
H 2one 1 - zona 1(1)
H 2one 2 - zona 2(1)
B zone 3 - zona 3(3)
H zone 4 - zona 4(3)
B zone 5 - zona 5 ()
B zone 6 - zona 6 (D)
B zore 7 - zona 7 ()
B 7ore 8 - zona 3 (m
B Auxiliary (1)
@ Automations (1)
€ User preforences
= 4D Irstaller praferences
=3 Key Management (3)
#) Scenarios (16)
=& Dialling device

&3 Telephone number directory

%
= & Telephone Functions
i Block ()
¥4 Frotocol
J8 Lne test
Ty Telephone controls ()

< |

D tew G5 oven @ swve. [ 5 Paranciers] B espes [ Discamectin ] 1 015 -

2 Receive == Send [E] Evertt memary

=

1802/2008 17.00 675 20 Control urd | File:

‘% System alarm
Enabled

Numbe=r 1

Numbsr 2

Numbsr 3

Number 4

& System failure
Enabled

Mumber 1

Numbsr 2

Mumbsr 3

Numbsr 4

S Event1
Enabled

Marme

Event

Mumbsr 1

System alarm

,/ es
D nome 1

=]

./ fes
g nome 4
ﬂ nome 4

J fes

tecnico 1

MNone

B [1legrand’ >

¥ |

Calls following a System alarm event and System failure

> Enable/disable the event

> Select the telephone numbers of the directory to be matched with the event from the drop-down

menu (max. 4 numbers)

Calls following an Open event

Enable/disable the event

v V V V

menu (max. 4 numbers)

Type in the reference name

Enter the OPEN command which will initiate the call

Select the telephone numbers of the directory to be matched with the event from the drop-down
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Enabled For outgoing calls

Mumber of rings in answering

Zall cycles

7.4.3 Telephone functions

This screen displays the telephone functions that can be customized.
Itis possible to change all functions in the procedures described hereinafter.

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7
D ew G5 v B sove [Pt O wessces . Suone [legrand’ >
& tﬂ;;i—bmel ESnE&ﬂ unit  Receive == Send [ Event memary
- g Burglar alarm
= E Zone (12) = {2 Telephone Functions
E Common objects (2) Enabled For outgaing cals < on
Connectors (1)
E 2one 1 - zona 1(1) Murnber of rings in answaring - 5 rings
E Zone 2 - zona 2(1) Call cycles @ 4cycles
Zone 3 - zona 3(3)
B zone 4 - zona 4(3) Call delay 133 10 seconds
B zores-zona  5(0) DTME(FULSE - DTMF
M zore 6 - zona 6 (D)
Call weait b lack 30 min.
B zore 7 - 2003 7@ weait For power lac 133 30 min
Fone 8 - zona 80 Remote management - o
o]
B Auxiliary (1)
Ansmer SENCe 0]
@ Automations (1) o pre: @
€ User preforences Enabling of sound diffusion < fes
=P ‘I:r';taller preferences Wait between succesave calls 133 none
= Key Management (3)
#) Scenarios (16) Remate assistance @ MNo
= {2 Dialling devics
&3 Telephone number directory
% Set calls (3
SR =] Telzphone Functions
Yz Block (0)
W Frotocol
LNz test
T Telephone controle ) Telephone Functions
< | )
1810272008 17:00 675 20 Control unit | File:

s |

Enables/disables the dialling device to make telephone calls.

> Select Yes/No from the drop-down menu

If this function will be disabled and if a protocol ADEMCO is active, the following message will ap-
pear:

On deselecting this option all the protocols will be disabled.
Continue?

l Yes I No

2

> Click the Yes button
The function is now “Enabled for outgoing calls”and the ADEMCO service is disabled.

Sets the number of rings, after which the dialling device answers a callIf there’s an answering machine,
the number of rings shall be higher than the one set for the answering system.

> Select the number of rings from the drop-down menu

Determines the number of times the dialling device will repeat calls to the numbers from which it did
not receive an answer.

> Select the number of cycles from the drop-down menu
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Zall delay

CTMFPLLSE

Zall waait For power lack

Remoke management

Answeting presence

Enabling of sound diffusion

Wait between successive calls

Remote assistance

Sets the delay time, following an alarm, before the call cycle is started.
> Select the delay time from the drop-down menu

Allows you to set the type of line.
> Select DTMF (tone dialling line) or PULSE (pulse dialling line) from the drop-down menu

Sets the time between the moment power goes off and the starting time of the Unit telephone calls.
> Select the waiting time from the drop-down menu

Enables/disables the management of the burglar alarm system from the telephone line.
> Select from the drop-down menu:
USER: Remote control can only be performed by the user.
MANAGER: Remote control can only be performed by the Surveillance Unit.
ON: Remote control can be performed by the User and by the Surveillance Unit.
OFF: Remote control is disabled.

Informs the dialling device that an answering machine is installed on the telephone line.
> Select Yes/No from the drop-down menu

Enables/Disables the possibility to send remote voice messages to the room (via the Unit loudspeaker
and if connected from the sound system) and the room listening function via the Unit microphone.

> Select Yes/No from the drop-down menu

Assigns the waiting time between one call and the next.
> Select the waiting time from the drop-down menu

Enables/disables entry remote assistance calls for the surveillance units using the ADEMCO protocol.
Remote assistance is only possible if the 675 20 control unit is in “System Test" mode.

> Select Yes/No from the drop-down menu
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7.4.4 Block (Lock)

In this screen it is possible, through the options available in the “Enabling” drop-down menu, to decide
not to lock the open commands remotely, to lock all of them or to set up to 4 Open commands that
cannot be performed remotely.

E SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7
D vew G open Bl s ) essages oo - Bnoee [1legrand” ?
M ntral unit " =
: ‘.?I:Duﬁ';;eala?mml = Receive =2 Send [Z] Evert memory
= @ 2one (12) v
E Common objects (2) ® OPEN filter 1
H connectors (1) .
B zone 1 - zona 1(1) ® OPEN filter 2
i zone 2 - zona 2(1) ® OPEN filter 3 ! Customised
H 2one 3 - zona 3(3) ) .
EZ[I"IE"-—ZIJM 4(3) ] OPEN filter 4
B Zone 5 - zona 5(m) ® OPEN filter 5
B Zone 6 - zona 6 () ; 1 .
EZme?—zma 7 () ] OPEN filter &
B 7one 8 - zona a8 (0) [ OPEN filter 7
H Auxiliary (1) OPEN filter 8
® Automations (1)
€ User preferences = OPEN filter 9
= /2 Irstaller preferences
=2 Key Management (3)
:#) Scenarios (16)
=1 Dialling device
&3 Telephone number directory
% Set calls (3)
= & Telaphone Functions
Vi Block (0)
4 Protocol
Ji Line test
Ty Telephone controls (0) Enablin
Define enabling of blocks
< | @)
18022008 | 17:00 | 67520 Control unit | File:
. |
> Select type of lock from the “Enabling” drop-down menu
If you select “Customized”it will be possible to define the filters described hereinafter.
Enabling T customised
W oo > Enter a description for the filter
Descripbion
Event SCENARIOS (ol (all) (*0***#4) > Enter the Open command you want
L7 to lock
L
y
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Please note:

The ADEMCO protocol can only
be activated if the Control unit is
“Enabled for out calls”

7.4.5 Protocol - ADEMCO

This setting enables automatic sending of alarm notifications and events to the surveillance unit using

the Contact ID protocol.
> InType select ADEMCO Service
> Enter the ADEMCO ID supplied by the surveillance unit

| = SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tocks Language 7
O New (& cpen [ save C]@Messeges |E Disconnection |

2 MyHome central unit
= '@ Burglar alarm
- @ zone (12)
B common objects (2)
B connectars (1)
E Zone 1 - zona
I] Zone 2 - zona
I] Zone 3 - zona
I] Zone 4 - zona
I] Zone 5 - zona
H Zore 6 - z0na
B zore 7 - zona
B zore 8 - zona
B Auxiliary (1)
@ Automations (1)
€ User preferances
= /2 Installer preferences
=@ Key Management (3)
:4) Scenarios (16)
= {2 Dialling device
&3 velephone number directory
% Set calls (3)
= {2 Telephone Functions
¥ Block (©)
& Pratocol
& Line test
s Telephone controls (0)

- Receive == Send [E] Evert memory

=] N Protocol

ADE .

1(1) Level — Level |

2(1)

3(3)

4(3)
SO
5(0)
7O
8()

ADEMCO identification 12345

Type
Define the presence and type of protocel required

< >

| 12022008 | 17.00 67520 Controlunt |Fie:

&t [ legrand”

A

> Select the surveillance service level (refer to the table)

| = SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tocks Language 7

[ New (Z Cpen [ Save C]@Messegee |E Disconnection |

&Etensece [ legrand” >

[l Iyt foma centzal unlt 4= Receive == Send [=] Evert memory
= Burglar alarm
i EZI:I’]B (12) =] N Protocol

B common objects (2) Type ADE . nemco service
B connectors (1) Heo
Bzone1-zona 1() S — -
B 2one 2 - zona 2 (1) ADEMCO identification
B zone 3 - zona 3(3)
B zone 4 - zona 4 (3)
B zore 5 - zona 5(0)
B zore 6 - zona 6 (0)
B Zore 7 - zona 70

Adem . . .
(Ii:velco Events signalled to the Surveillance control unit
1 Intrusion, anti-panic and tampering alarms
2 As level T + system signals (e.g. battery flat, power cut)
3 As level 2 + technical alarms (auxiliary commands)
4 As level 3 + switching ON and switching OFF events

43



44

SecurityConfig

7.4.6 Line test

The Control unit can be set to check the good working order of the telephone line at set times and

intervals.

> Set the frequency for the completion of the test

> Enter the Test Start Hour and Minutes

| =] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tocks Language 7

[} New ( Open [ Save d@luessegee |E Disconnection | ;o COME

2 MyHome central unit
ER Burglar alsrm
- @8 2one (12)
B common objects (2)
[ connectors (1)

[ zone 1 - zona 1(1)
B zone 2 - zona 2(1)
H zone 3 - zona 3(3
B zone 4 - zona 4(3)

Hiores-zora 5@
B zore 6 - zona 6 (0)
B zore 7 - zona 7@
B zore & - zona 8
B Auxiliary (1)
@ Automations (1)
€ User preferances
= /2 Installer preferences
=@ Key Management (3)
:4) Scenarios (16)
=& Dialling device
&3 velephone number directory
%, Set calls (3)
= {2 Telephone Functions
Wz Block (1)
4 Protocol
il e =<

s Telephone controls (0)

< >

| 180202008 1603

- Receive == Send [E] Evert memory

= [3 Line test

Frequency 75 24 houwrs
Starting hour - 7
Sarting mirute - 00

Line test

| 675 20 Centrol unit | Fie:

e [ legrand”

A
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7.4.7 Telephone commands

In this screen it is possible to set up telephone commands which can later be executed by the user
through simplified codes consisting of just 4 digits, through the Unit keypad or by telephone.

> Enable/disable the command

> Type in the reference name

> Enter the command open code

=] SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7
D vew G ooen @ sove [ Purantrs] Qh wessoes [ Dscavecten ] v - EBuaeoe [1legrand” >

MyHome central unit : Receive == Send [E] Event memory

- Burglar alarm
- [ 2one (12) = Ty Telephone control 1 - (9911)
[ common objects (2) Ensbled o Ve

B connectors (1)
B 2one 1- zona 1(1) Name comando 9911
Borezon 20 | S 2
H zone 3 - zona 3(3)
H zone 4 - zona 4(3)
H zore 5 - zona 5 (0)
H zore 6 - zona 6 (D)
B zore 7 - zona 7 ()
B 7ore 8 - zona 3 (m
B Ausiiary (1)

@ Automations (1)

€ User preforences

= 4D Irstaller praferences

=3 Key Management (3)

i#) Scenaries (16)

=& Dialling device
&3 Telephone number directory
% Set calls (3)
= {2 Telephone Functions

Y Block (1)
¥4 Frotocol
8 Lne test

T Telephone controls (1)

=

PP PSP

)

E B BE B B B

Run
Define OPEN event to be executed by Telephone cortrol

< | @]
180022008 | 17:00 | 67520 Control urit | Fike:

¥ |

In this case, by remotely typing in the command 9911, the user will switch on the entrance lights
whereas if 9901 is typed in, they will switch off.

The user can record a personalized voice message only for the first 4 telephone commands (see
chapter“Messages”).
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8. Messages

In this section, itis possible to manage voice messages which are sent from the Unit to the set telephone
numbers when a particular event occurs or as an answer to telephone commands sent by the user.

8.1 Workarea

& SecurityConfig - Burglar Alarm Switchb. Configurator

File Edit Tools Language 7

D) vew G Open [ Save /D parameters [ Messages| Emcmre:ﬁm Fortt COM5 [ | Dnglenguage nbgand' 5

@ send PeListen ®ZReceve PP Importwav P Listen o @ Record

Message Content
=[] Common messages
[C] c}) Speaker presence (2 sec.)
] i) Code request (2 sec.)
[ <) MyHome (2 sec.)
[C] <) R coritrols (2 sec.)
=[] Antintrusion messages
O QQ System connected (1 ssc,)
O @ System disconnected (1 sec.)
[C] ) system state (2 sec.)
El @ System in 24 hours alarm (2 sec.)
[T] &) 5ystem in antintrusion alarm (2 sec.)
[C] ) System battery failed (2 sec.)
O ﬂﬂ Power lack (1 sec.)
= [[] Answers to automation controls
[7] <) stop (1 sec.)
[C] <) on (1 sec.)
[ <49 OFF (1 sec.)
] ) Up (1 sec.)
] <19 Down (1 sec.)
[C] 1) state (1 sec.)
[[] €39 attention (1 sec.)

[ &) Executed (1 s2c.)
F ) Coame 14 =
Fived messages (A T

o

Speaker presence {2 sec.)
PRESS A& NUMBER.
Message sent bo invite the speaker to press & pushbutton from remote device

| 18022008 | 17:00 | 67520 Control unit | File:

|

The screens in the "“Messages” section display the messages related to the type selected in the bottom
menu (fixed Messages, Presentation, customizable Calls, telephone Commands); it is possible to select
the various templates by clicking the corresponding buttons.

The screens are divided into two columns: the tree-structured Message column includes the messages
whereas in the Content column it is possible to enter a name which identifies the message.
The messages will have a green background.

At the top part of the screen there is a message management bar and at the bottom there is a zone
where there will be different information related to the selected message.

Sends a message Receives all messages Stops emitting/recording
to the Unit from the Unit a message

i i
‘Send B Listen #3 Receive % Importwav e Listen stop i Record

Emits a message from Imports an Emits a message Records

the Unit loudspeaker audio file a message

Message (message length)

Speaker presence {2 sec.)

PRESS & MUMBER. Example of the message voice contents
Message sent b invite the speaker ko

Description of the message function
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Import messages from project , . .

Import configuration data from project . . .

Load pre-defined audio messages

Select all messages Crla
| Select all fixed messages F9,

Ia SecurityConfig - Burglar Alarm §

File Edit Tools Language 7
[ New & open [ save /D Pars

@ send PiListen €7 Receive I

SecurityConfig

8.2 Exchanging voice messages with the Unit

8.2.1 Sending voice messages
This function allows you to send one or more messages to the Unit.

> Execute the Connection to Unit procedure

e Config - Burglar Alarm Switchb. Config
File Edit Tools Language 7
D new (P open [ save /D Parameters [ Messages| [l Discornection | - e - ELanguace nbgand‘ »

@i send PoListen #ZReceive P lmportwav P Listen |0 o @ Record

=] Ei] Common messages

O
O
O
O
|
O
O
=[] Answers to automation controls
O
O
|
)
|
O
O

Comman messages
Interaction general messages

[ ro02z000 | 1700 [o7520 conrlurk e

> Select by ticking the box next to the message to be sent

Or select all messages:

> Choose Select all messages from the Edit menu or

Select all fixed messages as needed

> Click Send from the message management bar

Wait . . .

Sending programming request

Wait until the procedure has been completed.
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File  Edit
D Hew B'“Open n Save

Tools Language 7
ﬁhrmm-

IJ‘_E'Send B Listen &= Receive % Import

Message

File  Edit
D Mew B'“Open n Save

Tools Language 7
ﬁhrmm-

IJ._E'Send P Listen 62 Receive ¥ Impert
Message

A

Please note:
The messages in the current
project file will be overwritten.

8.2.2 Listening to messages from the Unit loudspeaker

This function allows you to listen to the message selected from the Unit loudspeaker.

> Execute the Connection to Unit procedure

> Select a message; the message will be highlighted

> (lick Listen from the message management bar

The message will be emitted from the Unit loudspeaker.

8.2.3 Receiving voice messages

This function allows you to receive all messages included in the Unit.

> Execute the Connection to Unit procedure

> (lick Receive from the message management bar

The following message will appear:

\ ?) Are you sure you want to load the unit messages ?

Yes No

> Click the Yes button

Wait. ..

Block readng 0 sub-block 1

When the procedure has been completed, the Unit voice messages will be available in the Messages
section for future verifications/changes, if required.
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e 9 Puaners

&7 Receive ¥ Inportwav b Listen

Paramelers |Q@> Hessagesl |-E Dizconnection

Import way | Listen op @) Record
Conkent

EA:RI Tools Language 7

Import messages from project . . .
Import configuration data from project . . .

Load pre-defined audio messages
Select all messages Clrl+A
Select all fixed messages F9

SecurityConfig

8.3 Voice message commands

8.3.1 Importing an audio file

This function allows you to import an audio file.
> Select a message; the message will be highlighted
> Click Import wav from the message management bar

The following screen will appear:

Import audio File Elr}?
Lok e [ 159 Projects x| «®mSE

My Network. File name: I =] Open
Flesclype.  [File wav [wav) | _ Concel

> Select the audio file (. wav) from where you want to import the messages

The installation directory includes the folder “Wave’, in which the voice messages are con-tained and
divided into folders according to the language.

The audio file must have the following features:
* maximum duration as per description (... sec.)
° type .wav

e sampling: PCM 8Khz

e resolution: 8 bit Mono

> (lick the Open button

8.3.2 Emitting a voice message

This function allows you to emit a message from the PC loudspeaker.

> Select a message; the message will be highlighted
> (lick Listen from the message management bar. the message will be emitted
> (lick Stop from the message management bar to stop

8.3.3 Recording a voice message

This function allows you to record a message

> Select a message; the message will be highlighted

> (lick Record from the message management bar

> Start recording by speaking in a normal voice from a microphone connected to the PC
The recording will automatically end when the preset time for the message has elapsed

8.3.4 Retrieving voice messages

This function allows you to retrieve voice messages set up for the Unit.

> Select Load pre-defined audio messages from the Edit menu
The pre-defined audio messages will be retrieved by overwriting those of the current project
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9, Update Firmware This function allows you to update the permanent basic software (firmware) in the unit through
revision procedures distributed by Legrand.

> Select Update Firmware from the Tools menu

=] SecurityConfig - Burglar Alarm Switchb. Configurator IZ||E|IE|
File Edit | Tools | Language 7
% Paramaters F3 g ) Messages E Cornection port COMS |+ EU"MF = n hgand- e.
@ Messages F4
g aticr MyHome burglar alarm switchb.
Update Firrware . . (7
L = Disconnection Fa
Zone 1-Zone 1 (0)

H zore 2 - Zone 2 (©
W zone 2- Zore 3 (@

] Frma 4 - Feama 4 00

The Download Firmware screen will appear:

Opens an Stops the update Exits the Selects the serial port
update file procedure. screen of the PC to which the
Itis activated after Unit is connected

loading the file

X Download Firmware

File Tools

_wsamﬂe... “? f l ﬂEﬂ Serial port COMS
-] e -

Detals
Cllegrand’

| File: nione

Update file loaded

Starts the update procedure.
[tis activated after loading the file

Displays a template Displays log of activities
containing information executed while
about the Firmware downloading

The above commands are also available in the File and Tools drop-down menu.

> Click the Select file button

' Download Firmware rz

- ('? .’ pdat ﬂm Serial port COM5  +

Details I
1 legrand’

| Fie: none
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The following screen will appear:

Select Firmware File ]3]
Look e [ Projects R =
": [ 3436 _os1500.Fwz
My Recant
Documents
€]
Deskiop
My Documents
My Computer
MpNetwcek  Fie =] [ open
e nans | 2 [Comn |
Fibes of type: [Famysare File [ Fue) >l Cancel

> Select the update file (fwz)
> (Click the Open button

The Update button is now available.

X Download Firmware &l
File Tools

Won P B 4]

Ext  Seriaport COMS «

File: 3486_061500.mot

> From the Port drop-down menu, select the serial port of the PC you want to connect the Unit to.

> Click the Update button

The following message will appear:

Attention

B

To update the device execute the following operations:
1 - Switch unit to maintenance

2 - Connect device programming cable

3 - Push Ok

Ok | Cancel

Execute the required operations and then click Ok.
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> Execute the required operations and then click OK

Select the maintenance menu Slide switch
of the Unit and start the
auto-learning function

Language
Key program

System test
Learning

Flip the slide switch to off

Click the OK button

o] oo |

Connect the programming cable
to a USB port of the PC and to
the 6-way connector of the Unit

0492 34
f— ﬂ] ----

The application performs a comparison between the selected firmware and the Control Unit
firmware.

If the selected firmware is an older version than the one on the Control Unit, a warning will appear.

? } As the procedure continues, the device will change from wersion 6. 15 ko version 6.11.

Conkinue ¥

Click NO to terminate the update program.

Attention

-
A ) Disconnect the programming cable from the device and press Ok,

o]

> Disconnect the programming cable and press OK
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If the selected firmware is a more recent version than the one on the Control Unit, the update procedure
will continue without any other messages.

L. Download Firmware

File Tocls

B Jsceve . D o [ e B o | st covs
Send block 323 { 1536 |

Elapsed Time 95 sec. n qurand“

| Fie: 3485_031500 mot

When the update procedure has been completed, the following message will appear along with an
audible alert.

Operation successfully completed

- Bemove programming cable from unit
- Push reset pushbutton on the rear of unit

> Disconnect the programming cable from the Unit
> Click the OK button

> Press the Unit reset button

The Unit firmware is now updated.

Once the updating process has been completed it is possible, by clicking on Detail, to display a window
which lists the activities carried out during the firmware download operation.

Logging activities E|

19/02/2008 08:21:26
E) Start firmware updating procedure

|

19/02f2008 08:21:27
Check firmware protection

4

19/02f2008 08:21:27
Setting serial parameters

4o

19j02f2008 08:21:27
Send firmware data

')

19/02/2008 08:23:18

Close comminication port

19j02/2008 08:23:24
End frmware updating procedure

ISR

[IE 4
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Legrand reserves at any time the right to modify the contents of this booklet and to communicate, in any form and modality,
the changes brought to the same.
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